[Alarm] How to create a custom recipient alarm

Last edited by Z2I81 2 hours ago

1. Go to the [® Alarm > @ Recipient - Manage Recipient Type] menu and click the [3 Create custom
recipient type] button to go to the creation page.
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2. First, please enter the information in the 'Recipient type Config' section.

e Please feel free to enter @M Custom Recipient Name and @ Description. If you create a target in the future, the Custom Recipient Name will be
displayed in the recipient type selection list.

e Inthe @ Target input, 'the value of the --url option of the curl command' is entered. https://events.pagerduty.com/v2/enqueue
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Add a tag by pressing enter on your keyboard or pressing the Add button.
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Tags On/Off use TaGs

When creating target recipients, use tags to manage recipients

HTTP header customization USEHTTP HEADER CUSTOMIZATION

When creating target recipients, you can include a custom key and value in the HTTP header, which can be customized to include in the HTTP header when sending an alarm,
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curl --request 'POST" \

--url 'https://events.pagerduty.com/v2/enqueue’ \

--header 'Content-Type: application/json' \

--data '{

"payload": {

"summary": "Test Incident”,

"severity": "critical",

"source": "Default Service on fire!"

}

"event_action": "trigger"

}I

";routing_key”: "d99264f276904b04c0d8e16a9a6964df",

3. Next, scroll down to the bottom and enter the information in the 'Custom fields' section.

e First, press the [Headers] tab to enter the header information, where the --header option value of the curl command is entered.
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172.17.19.46/alarm/recipient/group

curl --request 'POST"
--url 'https://events.pagerduty.com/v2/enqueue’ \

Custom fields
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When sending alarms to target recipients created with a custom recipient type, you can customize which fields to send in the header and body - there must be at least one body

field. Fixed fields(is_fixed is true) can only be modified in [Manage Recipient Type].

' VALUE input Guideline

+ You can enter a predefined value in the STRING type VALUE. After selecting the STRING type, you can easily enter a Predefined Value by entering “{{" in the

value.

+ If the value is shorter than the minimum length, spaces are added to match the length before being sent. If the value is longer than the maximum length, it is

truncated to fit the length before being sent.

+ Customize your alarm messages with predefined values {{title}} and {{content}}. Find them in [Rules Page] = [Create Alarm Rule] = [5. Alarm Type] = [Message

detailed settings]
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--header 'Content-Type: application/json'\

--data '{

"payload": {

"summary": "Test Incident”,

"severity": "critical",

"source": "Default Service on fire!"

}

"event_action": "trigger"

}I
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> cannot be changed after creating

nd create it again

Headers Preview

1 i}

[C) Decrypting fields

Discard Changes

@‘


https://gitlab.spitha.dev/spark_felice/client-s2/-/wikis/uploads/21c4ada942077ef6311a11576a4631dc/2-sub.png
https://gitlab.spitha.dev/spark_felice/client-s2/-/wikis/uploads/21c4ada942077ef6311a11576a4631dc/2-sub.png
https://gitlab.spitha.dev/spark_felice/client-s2/-/wikis/uploads/289f63fd96f034734a8ceb86a1f9ea21/3.png
https://gitlab.spitha.dev/spark_felice/client-s2/-/wikis/uploads/289f63fd96f034734a8ceb86a1f9ea21/3.png
https://gitlab.spitha.dev/spark_felice/client-s2/-/wikis/uploads/bf9f6e5cd9e3ea72f8b244f3ba83b3bd/4-sub.png
https://gitlab.spitha.dev/spark_felice/client-s2/-/wikis/uploads/bf9f6e5cd9e3ea72f8b244f3ba83b3bd/4-sub.png

4. Press @ plus button. Enter 'Content-Type' for (2) Field Name and 'application/json’ for (3 value. After entering the
field information, press the @ Add button to add more fields.
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e |f you add the field, you can see that the 'Content-Type' field has been added as shown in the picture below.
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5. Next, you will enter body information. Press the (1) Body Fields tab, which will enter the --data
option value of thecurl command.

e Press @ plus button to add a field.

e According to the curl command, the body has an object named 'payload'. Therefore, in the @ Field Name, type 'payload' and designate @ Field Type
as the object. Next, press the & Add button.
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curl --request 'POST"
--url 'https://events.pagerduty.com/v2/enqueue’ \
--header 'Content-Type: application/json' \
--data '{
"payload": {
"summary": "Test Incident"”,
"severity": "critical",

"source": "Default Service on fire!"

$
"routing_key": "d99264f276904b04c0d8e16a9a6964df",
"event_action": "trigger"

y

Now, I'm going to enter the values below the 'payload' object.

e Press @ plus button and enter 'summary' as @ Field Name because this field must be placed below 'payload’, so @ Parent Field should be specified
as the 'payload' field you just created.

e Enter Test Incident as @ value and click & Add button to add field.
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are entered in the Root Field.
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Once you have entered it all, the following Body Fields are finally completed.

After that, press the Create button on the bottom bar to complete the Custom Recipient type creation.
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In the same way, the 'servity' and 'source' fields on the curl command are also entered under 'payload'. The 'routing_key' and 'event_action' fields
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You can see that it is generated well and displayed well in the list, as follows.
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The Custom Recipient Type created in this way can be selected and used
as Recipient Type when [Create Alarm > Target].
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If you don't enter it, Alarm will be sent to the Target URL you entered when creating a custom

recipient type.

Tags Add

Add a tag by pressing enter on your keyboard or pressing the Add button.

Custom fields
When sending alarms to target recipients created with a custom recipient type, you can customize which fields to send in the header and body - there must be at least one body
field. Fixed fields(is_fixed is true) can only be modified in [Manage Recipient Type].

4~ VALUE input Guideline

= You can enter a predefined value in the STRING type VALUE. After selecting the STRING type, you can easily enter a Predefined Value by entering “{{" in the
value.

¢ If the value is shorter than the minimum length, spaces are added to match the length before being sent. If the value is longer than the maximum length, itis
truncated to fit the length before being sent.

+ Customize your alarm messages with predefined values {{title}} and {{content}}. Find them in [Rules Page] < [Create Alarm Rule] = [5. Alarm Type] - [Message
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